Creating a password to push
changes into GitHub

To create a password to push changes on GitHub you need to log into your GitHub account:

https://github.com

Step 1: Open your account information at the top right side of your screen, by clicking the

highlighted icon:
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Step 2; Select the settings option on the panel opened on the right side of your screen:
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On your left side, select the developer settings:


https://github.com
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Step 4: on the left side of your screen, expand the Personal access tokens:



O Settings / Developer Settings

I 95 GitHub Apps
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And choose Tokens (classic) option

I 88 GitHub Apps
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On the right side of this screen, a drop box will appear, click on it, and select in the Generate
new token (classic option):

88 GitHub Apps Personal access tokens (classic) Generate new token +
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£ Personal access tokens ~ Tokens you have generated that can be used to access the GitHub API. Fine-grained, repo-scoped
Fine-grained tokens example — public_repo Generate new token (classic)
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In the screen that opens after selecting the Generate new token, type a Name to your token in

the Note textbox and check the public_repo check box

88 GitHub Apps New personal access token (classic)

A OAuth Apps

£ Personal access tokens ~ Personal access tokens (classic) function like ordinary OAuth access tokens. They can be used instead of a password
for Git over HTTPS, or can be used to to the API over Basic
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Select scopes

Scopes define the access for personal tokens. Read more about OAuth scopes.

(O repo Full control of private repositories
() repo:status Access commit status
() repo_deployment Access deployment status
public_repo Access public repositories
() repoinvite Access repository invitations
() security_events Read and write security events

At the bottom of this page, click the Generate Token button.

Tokens you have generated that can be used to access the GitHub API.

L1 Make sure to copy your personal access token now. You won't be able to see it again!

o ghp_TndyZUFUmZzestmLD Delete

Finally copy and save this token to use as your password to push contents into your git

repository:
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